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1 Introduction

This contribution proposes the use of the NSAP [2][3] format for the transport of IP addresses in the Radio Network Layer protocols (RANAP, RNSAP, NBAP).

2 Description

2.1 General

Today in release 99 and release 4, E.164 addresses are used as transport layer addresses for the ATM Transport option.  The addresses are communicated initially via the radio network layer in an NSAP structure.  

The NSAP structure is defined in Annex A and B of ITU Recommendation X.213[2].  Internet Protocol, as an NSAP option is defined in the amendment document X.213/Amd1[3].  Recommendation X.213 has been allocated as ISO/IEC standard 8348. Guidelines for IP encapsulation in NSAP are given in RFC 1629[4].  Section 6 of RFC 1888[5] describes the encapsulation of IPv6 addresses in NSAP. 

NSAP allows the communication of an address with an embedded identification of network type in the structure.  Hence, embedded E.164 addresses can be identified as E.164 addresses and an embedded IP address can be identified as an IP address without needing to know any internal detail about the length or structure of the address.  

2.2 Requirements on Rel 5 UTRAN Nodes

Rel 5 UTRAN Nodes will need to identify on what network the transport will be made on.  This is because RNL protocol messages may come from either IP nodes, or ATM nodes, be them Rel 99, Rel 4, or Rel 5 (or any transport defined for any future release).  If the RNL message is from an IP node, the receiving node should attempt to establish IP transport.  If the RNL message is from an ATM node, an ATM connection will be made (AAL2).  In essence, the receiving node should be able to know the “network type” of the requested bearer.

2.3 Alternative Approaches

Currently in RANAP, RNSAP and NBAP, the Transport Layer Address Information Element is a bit string that may be up to 160 bits in length.  What is contained in the Information Element is to be interpreted by the Transport Network Layer.  It will then be the responsibility of the Transport Network Layer to determine if the requested network type is ATM or IP.

2.3.1 Using straight IP addresses

It is possible for the addresses to be sent using straight IP addresses.  Today on the Iu-PS interface, IP addresses are passed using the same Transport Layer Address Information Element in RANAP for rel 99 and rel 4.  This method relies on the idea that you can identify the type of address that you receive based on the length of the address.  Hence, it is possible to extrapolate the network type that is required by the UTRAN node that has initiated the request.  However, the underlying assumption is that it will always be possible to differentiate all address types on the basis of their length.  This assumption could in cases, not hold given that the NSAP address (which will be used for E.164 addresses) can be of variable length.

2.3.2 Using NSAP 

Using NSAP will allow an easier identification of the network type.  All addresses, except for in the case of existing Release 99 and Release 4 equipment for the Iu-PS interface, will be communicated using the NSAP structure whether it is an IPv4, IPv6 or E.164 address. The identification is made by looking at the AFI code; a number allocated by the ITU, and the IDI value, a number allocated by IANA.  For Ipv6 the AFI code is 35 and the IDI value is zero.  For Ipv4, the AFI code is 34 and the first significant digit of the IDI must not be zero.

2.3.3 Conclusions

It can be seen that the Transport Network Layer will need to do some processing regardless of which approach is taken.  The amount of processing is probably about the same.  The use of NSAP delivers the benefit of clear identification of the Network Type for no additional cost. As such, it is the logical choice for transport of Address information.

3 Proposals

To capture the following agreement in section 7.7 of [1] 

“IP addresses shall be communicated via the radio network layer protocols (RANAP, RNSAP, NBAP) using the NSAP structure [2][3].”
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